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Abstract.  Several approaches to detect or even predict 
abnormal events as early as possible will be discussed. 
The model input is a time series of frequently collected 
data. The approaches presented in this document use 
various methods originating in the field of data mining, 
machine learning and soft computing in a hybrid man-
ner. After a basic introduction including several areas of 
application, the focus will lie on the modular parts of the 
proposed server outage model, starting with a discussion 
about different approaches to time series prediction 
such as SARIMA models and specific artificial neural 
networks. After the presentation of several algorithms 
for outlier detection (angle-based outlier factor, one-
class support vector machines) the gained results of the 
simulation are put up for discussion. The text ends with 
an outlook for possible future work. 

Introduction

An event shall be defined as an 
occurrence happening at a determinable time and place 
with a certain duration. It may be a part of a chain of 
occurrences as an e ect of a preceding occurrence and 
as the cause of a succeeding occurrence. It is possible 
that more than one event occurs at the same time and/or 
place. 

An abnormal event 
shall be defined as an outlier in a chain of events, an 
event that deviates so much from the other events as to 
arouse suspicion that it was caused by something that 
does not follow the usual behavior of the considered 
system and that it could change the entire system behav-
ior. 
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1 Data Generation and Data 

Preprocessing 

1.1 Data generation 

1.2 Data preprocessing 

2 Predictor 

. 
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2.1 Neuro-Predictor 

 

 

 

Figure 1. Prediction errors of a certain server feature, 
using a neuro-predictor. 



 Wastian  et al.      A Soft Computing Model for Server Outage Detection 

 30 SNE 25(1) – 4/2015 

TN
2.2 SARIMA Models 
B

 

2.3 Comparison Between Neuro-Predictors 
and SARIMA Models 

•

•

•

General Model Assumption. 

3 Outage Detector 
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3.1 Threshold 

Figure 2. A typical histogram of the prediction errors of 
a single server feature: A Gaussian bell and a 
few outliers clearly visible on the outside mar-
gin 

3.2 Angle-Based Outlier Detection 

 

Figure 3. Idea of angle-based outlier detection 

3.3 One-Class Support Vector Machine 
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Figure 4. One-class support vector machine [8] 

3.4 Combined Detector 
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4 Results and Outlook 

Figure 5. Angle-based outlier detector detecting the 
server change from idle to busy (green) and 
busy to idle (red) 

Figure 6. Median-filtered prediction error of the gas 
prices time series using a neuro-predictor with 
a delay of 3 months, 10 hidden neurons and a 
threshold for abnormal event detection. The 
median was calculated over 6 months. The 
first peak above the threshold 20 corresponds 
to the 1979 oil crisis. 
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